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ABSTRACT 

The advanced upheaval has changed the ideal model of multimedia dissemination. High duplicates of 

computerized information are created and appropriated through the web by misusing late system and software 

advancements. An expansive scope of use accomplished for video, for example, video television, video 

conferencing, DVD, video on-interest and high definition. Television which has made a security issues, videos 

can be altered, forged or modified effortlessly. Unlawful acts, for example, altering, forging and modifying 

damages the copyright and the security in appreciation with instances of validation. Security systems that are in 

view of cryptography just give certifications to information secrecy, authenticity, and trustworthiness amid 

information transmission through an open channel, for example, transmission through an open system. 

Nonetheless, such security procedures don't give insurance against unapproved duplicating or transmitting of 

unlawful materials. This prompts the requirement for computerized watermarking innovations giving recognition 

to copyrighted materials and content authentication. Essentially computerized watermarking includes inserting 

copyright marks and other data, for example, inception, ownership and destination inside advanced pictures, 

video, audio and other multimedia objects. Therefore this paper proposes execution of the watermark plan 

utilizing inserting through wavelet based stationary transform of video data & encoding in spectral domain. At 

that point, testing the quality of watermark utilizing PSNR and MSE for initial data embedding based changes to 

the data and also finds correlation. 

Keywords- Digital video, Discrete Wavelet Transform, Image authentication, Authentication, Copyright 

protection, multimedia security. 
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I. INTRODUCTION 

Inferable from the rapid propel multimedia 

procedures and networks, People can self-assertively 

and effectively access or appropriate any multimedia 

information by networks. Henceforth, this issue 

turns out to be more essential; in any case, it has not 

more powerful system to secure the copyright. To 

tackle this issue, numerous strategies are produced. 

The utilization of digital multimedia content is 

expanded vast measure of information is exchange 

and disseminated effectively. This advancement will 

advantage multimedia product owners as deals will 

increase [1]. Additionally it will posture challenge to 

their ownership as the vast majority of multimedia 

products are dispersed in unreliable format. These 

products can be transmitted and redistributed 

effortlessly with no verification as different tools are 

accessible at no expense. So there is requirement for 

copyright protection of multimedia information. 

Video turn into a vital device for the entertainment 

and educational industry. Subsequently, there is a 

strong need of developing to the methods to face all 

these issues [2]. Accordingly, research about in 

copyright protection mechanisms and content 

authentication, where one of which incorporates 

advanced watermarking has been accepting an 

expanding enthusiasm from researchers particularly 

in outlining a consistent algorithm for effective 

implementation. Essentially computerized 

watermarking includes embedding secret symbols 

known as watermarks inside of video data which can 

be utilized later for copyright discovery and 

authentication verification purposes. 

II. PURPOSE OF DIGITAL     

WATERMARKING 

Security and Copyright protection, these are critical 

needs to determine as because of fast development 

of web and multimedia advances. As it is easier to  

 

market and sell one's work of art. Be that as it may, 

this same property undermines copyright protection. 

There are various strategies for ensuring ownership 

[3]. One of these is known as digital watermarking. 

Digital watermarking is an innovation for inserting 

different sorts of data in digital content. In general, 

data for securing copyrights and demonstrating the 

legitimacy of information is implanted as a 

watermark. 

A digital watermark is a digital signal or pattern 

embedded into digital content. The digital content 

could be a still picture, an audio clip, a video clip, a 

text document, or some type of digital data that the 

maker or owner might want to secure. Digital 

watermarking is an augmentation of Steganography, 

is a promising answer for content copyright security 

in the worldwide system. It forces additional 

robustness on embedded data. Digital watermarking 

is the study of inserting copyright data as 

watermarks in the original files. Digital 

watermarking doesn't leave a recognizable mark on 

the content and don't influence its appreciation. 

These are impalpable and distinguished just by 

proper authorities. Digital watermarks are hard to 

uproot without perceptible debasing the content and 

are covert means in circumstances where 

cryptography neglects to give robustness [4]. 

Various creative watermarking methodologies have 

been proposed in these couple of years and the 

greater part of them concentrates on digital image 

watermarking. As of late, image watermarking 

procedure gets mature, consequently scientist begins 

to investigate an all the more difficult examination 

point - digital video watermarking. A large portion 

of the proposed video watermarking plans are in 

light of the methods of image watermarking and 

straightforwardly connected to raw video or 

compressedvideo [5]. Video watermarking can be 
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considered as a superset of ordinary image 

watermarking. In that capacity, every one of the 

procedures material to static images can be 

connected to video images. Video watermarking 

presents a few issues which is not present in image 

watermarking. Because of a lot of information and 

inherent redundancy between frames, video signals 

are exceptionally vulnerable to privateer assaults, 

including frame averaging, frame dropping, frame 

swapping, statistical analysis, and so forth. 

Furthermore, such a methodology is fundamentally 

video independent; as the watermark is settled while 

the frame changes. Applying autonomous 

watermarks to every frame additionally introduces 

an issue. Regions in each video frame with 

practically zero movement continue as before a great 

many frames [6]. Motionless regions may be 

statistically contrasted or averaged to remove 

independent watermarks. Likewise, video 

watermarking plans should not utilize the original 

video amid watermark identification as the video for 

the most part is in expansive size and it is 

inconvenient to store it twice. We propose another 

video watermarking plan to defeat these issues. 

 

III. WATERMARKING TYPES 

Watermarks and watermarking methods can be 

separated into different classifications in different 

ways. Watermarking techniques can be isolated into 

four classifications as indicated by the sort of 

document to be watermarked as takes after: 

Text Watermarking 

Image Watermarking 

Audio Watermarking 

Video Watermarking 

On account of imagery, a few distinct strategies 

empower watermarking in the spatial domain. A 

different option for spatial watermarking is 

frequency domain watermarking [7]. In other way, 

the digital watermarks can be partitioned into three 

distinct sorts as takes after: 

Visible watermark 

Invisible-Robust watermark 

Invisible-Fragile watermark 

 

Detectable watermark is an auxiliary translucent 

overlaid into the fundamental picture. The 

watermark appears to be unmistakable to a cool 

viewer on a watchful evaluation. The subtle 

effective watermark is embedded in such a course, 

to the point that variations made to the pixel worth 

are perceptually not perceived and it may be 

recovered just with suitable deciphering instrument 

[8]. The indistinct sensitive watermark is embedded 

in such a way, to the point that any control or 

modification of the image would modify or destroy 

the watermark. Propelled watermarking is proper to 

any sort of computerized substance, including still 

pictures, movement, and sound data. It is not hard to 

embed watermarks in material that has a moderately 

high redundancy level ("wasted"). Case in point, 

shade still pictures, exuberance, and sound data at 

any rate, it is difficult to embed watermarks in 

material with a low redundancy level, for instance, 

dark regardless white pictures. 

IV.  ESSENTIAL INGREDIENTS FOR VIDEO 

WATERMARKING  

Watermarking systems can be characterized by a 

number of defining properties. The relative 

importance of each property is dependent on the 

requirement of the application and the role the 

watermark will play [9]. Some of them are common 

to most practical applications. In this section, such 

general requirements are listed and briefly 

discussed. The analysis focuses on image and video 

watermarking. 

 Fidelity: What necessities ought to a perfect 

watermarking framework have? The primary 
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necessity would plainly be that of Fidelity. A 

watermarking framework is of no utilization to 

anybody on the off chance that it misshapes the 

spread picture to the point of being pointless, or 

even profoundly occupying [10]. In a perfect 

world, the watermarked picture ought to be 

perceptually undetectable even on the most 

astounding quality gear. Albeit unmistakable 

watermarks have a tendency to be stronger, for 

universally useful provisions it is attractive for 

the inserted imprint to be vague to the human eye 

or ear.  

 Robustness: The perfect watermark should 

additionally be exceedingly hearty, completely 

impervious to mutilation presented throughout either 

typical utilization, i.e. unintentional strike, or an 

intentional Endeavour to handicap or uproot the 

watermark present, i.e. Deliberate or malevolent 

strike. Unintentional strikes include changes that are 

generally connected to pictures throughout typical 

use, for example, editing, resizing, differentiation 

improvement and so forth. Robustness is the 

versatility of an installed watermark against 

evacuation by indicator preparing [11]. However, 

video watermarking presents a few issues not show in 

picture watermarking. Video indicators are 

exceptionally defenseless to privateer assaults, 

including edge averaging, casing dropping, casing 

swapping, measurable examination, addition and so 

forth. 

 Use of Keys: An alternate property of a perfect 

watermarking framework is that it actualize the 

utilization of keys to guarantee that the 

methodology is not rendered futile the minute 

that the calculation gets known. It might likewise 

be an objective that the framework uses a 

lopsided key framework, for example, 

openly/private key cryptographic frameworks. 

Albeit private key frameworks are decently 

simple to actualize in watermarking, unbalanced 

key sets are for the most part not. The danger 

here is that inserted watermarking frameworks 

may have their private key uncovered, destroying 

security of the whole framework. This was 

precisely the situation when a solitary DVD 

decoder usage left its mystery key decoded, 

rupturing the whole DVD duplicate insurance 

system. 

 Blind Detection: Blind detection refers to the 

ability to detect the watermark without access to 

the original document [12].  Because of the 

immense size of uncompressed video files and 

the difficulty of indexing them to search for a 

specific frame, it is an especially important 

requirement in video watermarking. 

 Payload: It is the amount of information that can 

be stored in a watermark. An important concept 

regarding the video watermarking payload is 

watermark granularity. Watermark granularity 

can  be  defined  as  how  much  data  is  required  

for embedding  one  unit  of  watermark 

information.  

 Capacity and Speed: Marginally less imperative 

necessities of a perfect watermarking framework 

may be limit, and pace. A watermarking 

framework must take into consideration a helpful 

measure of data to be installed into the picture. 

Limit is that measure of data that could be 

communicated by an inserted watermark. 

Hypothetical limit of inserted watermarks has 

been analyzed utilizing data theoretic ideas. 

Contingent upon the requisition within reach, the 

watermarking calculation ought to permit a 

predefined number of bits to be covered up. 

General principles don't exist here, nonetheless, 

in the picture case, the likelihood of installing 

into the picture no less than 300-400 bits ought to 

be conceded. Regardless, framework architects 

ought to remember well that the amount of bits 
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could be stowed away into information is not 

boundless; yet regularly is decently little. 

    Decompose the watermark image using 2-     

Dimentional wavelet transform and use the all 

bands    as watermark 

 Statistical Imperceptibility: The last 

conceivable prerequisite of a perfect 

watermarking framework is that of statistical 

imperceptibility. The watermarking algorithm 

must change the bits of the cover in such a route, 

to the point that the statistics of the picture are not 

altered in any obvious manner that may deceive 

the vicinity of a watermark. This necessity is not 

exactly as critical here as it is in Steganography; 

however a few applications may oblige it. 

V.  PROPOSED SCHEME 

The main issue as per the survey of various 

approaches is the low embedding rate of 

watermark in video data due to the constrained 

availability of the space between the video 

frames, the previous approach relied heavily on 

the DCT based quantization under heavy 

compressive sampling and reduced space due to 

video compression, to complement this reduction 

in space the proposed model is based on the 

DEWT, which is the energy level based 

watermarking scheme. 

VI. METHODOLOGY 

Select the video to be watermarked 

Standardize the size to a definitive dimension 

Divide the video into frames and separate the 

layers of the frames into its RGB components 

Decompose all the layers using discrete energy 

wavelets (DEWT) transform for a robust 

allocation of free space for watermark embedding 

 Embed the watermark in the video frames under 

DEWT state and apply inverse transform to the 

frames 

Covert frames to video and apply various attacks 

Now use the same process of watermarking in 

inverse and extract the watermark from the video 

and analyze the correlation of extracted 

watermark with original watermark 

 

 

 

 

 

 

 

 

 

 

 

 

 

       in all bands.                                                                                                           

 

  

 

Select the video file 

Divide into frames 

Discrete Energy Wavelets (DEWT) 
Transform 

Decompose watermark using 2D-DWT 

DEWT state and apply inverse 
transform 

Join the RGB frame layers 

 

Recompose the video 

Extract the watermark from the video 
and analyze the correlation of 

extracted watermark, also apply for 
various attacks 

Watermarked video will be tested 
using PSNR and MSE 
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VII. RESULTS 

 

1. Results for Extraction with PSNR values 

 

Figure 2 PSNR all frames for Base Paper 

 

             Figure 3 PSNR all frames for Proposed Paper 

Table 1 PSNR all Frames 

Fram

e 

Num

ber 

7 16 22 28 32 34 35 

Base 

Pape

r 

28.703

7 

29.872

7 

30.191

8 

29.791

9 

29.749

0 

30.5345 31.6

859 

Prop

osed 

Sche

me 

36.035

9 

36.034

0 

36.034

0 

36.033

6 

36.032

7 

36.0323 36.0

323 

 

 

2. Results for Extraction with Correlation values 

 

Figure 4 Correlation values all frames for Base Paper 

 

 

Figure 5 Correlation values all frames for Proposed  

Scheme 

 

Table 2 Correlation all Frames without attack 

 

Frame 

Number 

7 16 22 28 32 34 35 

Base 

Paper 

0.9

02

4 

0.90

28 

0.90

36 

0.90

31 

0.90

38 

0.90

38 

0.90

34 

Propose

d 

Scheme 

0.9

47

7 

0.90

44 

0.91

10 

0.91

79 

0.94

06 

0.90

51 

0.90

91 
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3. Results for Extraction with Mean Attack 

 

Figure  6 Correlation values all frames for Base Paper 

 

Figure 7   Correlation values all frames for Proposed 

Scheme 

Table 3  Correlation all Frames with Crop attack  

Frame 

Number 

7 16 22 28 32 34 35 

Base 

Paper 

0.003

8 

0.0

034 

0.00

61 

0.0

051 

0.0

094 

0.00

41 

0.00

46 

Propose

d 

Scheme 

0.923

5 

0.9

966 

0.99

63 

0.9

973 

0.9

182 

0.99

72 

0.89

99 

4. Results for Extraction with Mean Attack 

 

Figure 8  Correlation values all frames for Base Paper 

 

Figure 9 Correlation values all frames for Proposed 

Scheme 

Table 4 Correlation all Frames with Mean attack 

Frame 

Numb

er 

1 7 16 22 28 32 34 35 

Base 

Paper 

0.2

31

5 

0.00

14 

0.02

23 

0.02

52 

0.01

82 

0.01

21 

0.02

33 

0.02

45 

Propos

ed 

Schem

e 

0.7

49

0 

0.94

77 

0.90

44 

0.91

10 

0.91

79 

0.94

06 

0.90

51 

0.90

91 
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VIII. RESULTS FOR THE PROPOSED   

SYSTEM 

 

a. Original Image 

 

b. Extracted Image 

 

c. Extracted after rotation attack 

IX. CONCLUSION 

DEWT technique allows maximum data to be 

embedded. It has achieved high values of PSNR. It 

reduces compression error. It is robust to various 

video watermarking attacks. The proposed system is 

applied on the .avi compression format which 

utilizes the H.264 compression ratio giving 

structural change to the data and therefore highly 

affects the video quality, the proposed system 

utilizing the high energy band decomposed from 

DEWT find maximum possible space available at 

high energy states where energy is not affected by 

many hindrance generated by attackers.  
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